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Open a web browser and log in to 
UIS.

https://is.mendelu.cz/auth/ 

https://is.mendelu.cz/auth/


In Information system set-up, open 
Setting of authentication using one-

time password (OTP).



Install one of the apps on your 
mobile device.

As part of the tutorial here, we will 
work with Google Authenticator on the 

iOS operating system.



2. Enter Google Authenticator.

3. Install the app.

1. Open the App Store on your 
device and select the search option.

For Android devices, 
select Google Play and 

also Search.



After successful 
installation, you can run 

the application.



1. When the application 
launches, select Get started.

2. Go back to UIS.



1. Here, select I have installed 
application, I want to initiate setting.

2. Go back to the app on your 
mobile device.



1. Select Scan QR Code.

2. Go back to UIS.



Scan this QR code on your 
mobile device.

2. Go back to your mobile 
device to the app.



1. You will see the generated 
code on your mobile device. 

Write it into UIS.

2. Repeat the procedure for the 
following code.

3. Go back to UIS.



1. You need to enter 2 
consecutive codes from your 

mobile device.

2. Confirm the codes with the 
Finish button and activate login.



To test your login, please log 
out.



The first login step remains 
the same.



1. In the second step, the system 
will request a Verification code 

from the mobile app.

2. Go to the Google 
Authenticator app on your 

mobile device. 



1. When you open the app, the 
verification code is displayed 

immediately. 
Copy it into UIS.

2. Go back to UIS.



Overwrite the code from the app 
and select Log in. 



The login settings end here. 
You will also find useful tips for working with the one-time code.



1. Each code has a certain 
lifetime. In Google Authenticator, 

this lifespan is indicated by a 
running circle next to the code.

During the last few seconds of the 
code, you are alerted by the red 
color of the code and the circle.



If you make a mistake in your 
password or login, you will be 

released to authenticate using a 
code. Only then will you receive 

an error message.



If you enter the wrong code, the 
same message appears as if you 

enter the wrong login details.



New device pairing.



After logging into the UIS, go to the Information 
system set-up and open Setting of authentication 

using one-time password (OTP).



1. Enter the code from your 
app.

2. Select Change.



1. After entering the code, 
you will be back on the 
pairing settings page.

2. Repeat the procedure from step 
12.



Cancellation of two-factor verification.



After logging into the UIS, go to the Information 
system set-up and open Setting of authentication 

using one-time password (OTP).



1. Enter the code from your 
app.

2. Select De-activate.
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