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Two-factor authentication 
using a web browser 

extension
The tutorial was prepared by using Google Chrome as 

an example
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Authenticator

Official guide for web browsers:
https://authenticator.cc/docs/en/qui

ckstart

1. Download links based on the 
browser:

Chrome, Firefox, Edge

https://authenticator.cc/docs/en/quickstart
https://chrome.google.com/webstore/detail/authenticator/bhghoamapcdpbohphigoooaddinpkbai
https://addons.mozilla.org/en-US/firefox/addon/auth-helper/
https://microsoftedge.microsoft.com/addons/detail/ocglkepbibnalbgmbachknglpdipeoio


1. Download the browser extension.

2. Confirm the download in the
browser. 3. Open the

extensions.

4. Pin the
extension.



Setting up authentication using one-time passwords (OTP) in the UIS

1. Log in to UIS.

2. In the Information System set-up 
section, select Setting of 

authentication using one-time 
passwords (OTP).



QR code

1. Proceed with the settings.

2. A QR code will appear on the page.



On the toolbar, directly select 
the Authenticator icon or choose 
the icon for all resolutions.



1. In the Authenticator extension, 
choose the option to scan the QR 
code.

2. After selecting the QR code, you 
will see a success message.



QR kód

1. Copy two consecutive codes.

2. Paste the codes into the form.



1. After completing, choose "Finish 
and activate login."

2. In UIS, you will see a success 
message.



If you have synchronisation enabled in 
Google Chrome, this means you'll be 
able to connect on another computer 
using that account.

Additional information
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